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Welcome to the second edition of our Safeguarding 

Newsletter. This term the focus of our newsletter is 

‘Staying Safe Online’. 

In this edition we would like to inform you of some of the 

most up-to-date apps and social media platforms to be 

aware of, plus some useful information to help you and 

your family stay safe online. 

 
More Than Just ‘Social Media’ 

Pretty much all social media apps have the function to 

Private Message. Depending on privacy settings, a 

stranger can privately message your son/daughter. In 

some cases, private messages can be set up as a group 

message (with more than one person involved in the 

conversation) and anyone can be invited to join the chat. 

This is how many of our pupils communicate. 

TIPS 

 Make sure privacy settings are turned on and 

location services are turned off. When you sign up to 

most Social Media accounts your account is 

automatically set to ‘public’. 

 Make sure your son/daughter has only one account. 

It is common for teenagers to have more than one 

Instagram account or more than one Snapchat 

account, often with unidentifiable usernames (eg 

Laura could be 1@ur@). You can often check this by 

opening the app, selecting their username and 

seeing if multiple accounts exist. 

 Limit time on apps by downloading parental control 

software. 

 Discourage your son/daughter from being part of a 

large group chat. 

 Don’t just assume that because you ‘follow’ your 

son/daughter that you are monitoring their account. 

On occasions, it is what goes on in private messaging, 

that is out of sight to followers, which could cause 

alarm. 

 

 

Latest Apps/Social media 

TikTok: See attached guide 

SnapChat: When you send pictures or ‘snaps’ to each 

other that disappear after a few seconds. Also a 

platform for group chats and private messaging. See 

attached guide 

Omegle.com: Website encouraging ‘chats’ with 

random strangers. You do not need to log in or 

create an account. Quite often Snapchat usernames 

are shared and the chat continues via that app.  



Acronyms/Codes Used When 

Messaging 

9 = Parent is watching 
99 = Parent is no longer watching 
A3 = Anyplace, anytime, anywhere 
AAF = As a friend 
ADR = Address 
AEAP = As early as possible 
AFAP = As far as possible 
AIGHT = Alright 
AITR = Adult in the room 
AMAP = As much as possible 
AML = All my love 
A/S/L – age, sex, location 
CICYHW = Can I copy your homework 
C/S = Change subject 
CT = Can’t talk 
CU = See you 
CUL8R = See you later 
CUNS = See you in school 
DLTM = Don’t lie to me 
DYHAB = Do you have a boyfriend? 
DYHAG = Do you have a girlfriend? 
F2F = Face to face 
GNOC = Get naked on cam 
IRL = In real life 
KPC – Keep parents clueless 
LDR = Long distance relationship 
LMIRL – Let’s meet in real life 
MIRL = Meet in real life? 
N/T = No text 
POS = Parents over shoulder 
PIR = Parents in room 
P911 = Parent alert 
PA = Parent alert 
PAW = Parents are watching 
PAL = Parents are listening 
WYRN = What’s your real name? 
 

 

 

Online Grooming 

What is grooming and how does it work? 

Grooming is a process used by people with a sexual interest in children to 

prepare a child for sexual abuse. It is often very carefully planned and it can 

take place over weeks, months or even years. 

Building a relationship 

Grooming is about making a child think that sex with the offender is normal or 

that they have no choice. Offenders do this by building a relationship and 

emotional connection with the child. 

This relationship can take different forms. 

 They could try to convince the young person that they are in a loving 

relationship as boyfriend or girlfriend. 

 They might become a mentor to the young person, making them think 

they are someone who can help them or teach them things. 

 Sometimes they will become a dominant figure in a young person’s 

life, perhaps by having a relationship with their parent or caregiver. 

 They may also build a relationship with the child’s family, making 

them think that they are someone who can be trusted with the child. 

One of the most sinister aspects of grooming is the way in which it so closely 

mimics genuinely positive relationships. This can leave its victims very unsure 

of who to trust, sometimes assuming that they can trust no one, even people 

who seem to be nice and to care.  

Gaining power over a child 

In all of these relationships they will be looking to gain power over the young 

person. This enables them to manipulate or coerce them into sexual activity. 

If a young person feels they are in love, this gives an offender power. The 

offender can emotionally blackmail the child by threatening to withdraw their 

affection or saying, ‘if you loved me you would.’ 

Offenders also blackmail children by threatening to share secrets that the 

child has told them. In some cases they will tell the child there will be terrible 

consequences for refusing to do sexual things. 

Offenders will use any means they can to exert power over a young person. 

Keeping it secret 

In all cases they will look to make sure that the young person won’t tell anyone 

else about the abuse, telling them to keep it secret. 

They often tell young people that no one will believe them, or that if they tell 

anyone they will be the one in trouble. This is why it is so important to tell a 

young person that you believe them and do not blame them if they disclose 

they have been sexually abused. 

 

 

 

  

 
 

 

 

 

For the latest information 

regarding online safety please 

visit: 

https://nationalonlinesafety.com/  

Sign up for their 

#wakeupwednesday updates! 

Designated Safeguarding Lead: Mrs K Dunkley 

Deputy Designated Safeguarding Leads: Miss D West and Mr S Timpson 

https://nationalonlinesafety.com/


  



 


